Restore portal setup for
tenants (DE)

Open an elevated PowerShell window and run the Install-Module cmdlet to install the Azure
Active Directory PowerShell for Graph module. For more information, see this Microsoft
article.

Install-Module -Name AzureAD

Untrusted repository

You are installing the modules from an untrusted repository. If you trust this repository,

change its InstallationPolicy value by running the "Set-PSRepository” cmdlet.

Are you sure you want to install the modules from 'PSGallery'?

[Y] Yes [A] Yes to ALL [N] No [L] No to ALl [S] Suspend [?] Help (default is "N"):

Choose Y(es)

Then import the module:

|Import—Modu1e AzureAD|

To connect to your Azure AD, type:

|Connect-AzureAD|

And then log in the usual way (through a browser)

After logging in, type:

|New—AzureADServicePrincipal - AppId cfcb657dc-37a0-47e9-b655- dd5685a8b93b
(The Appld is the ID of our Restore portal.)

cB9d294-449d -4F54-bb28-3add1fb9e27b cfcb57dc-37ab-47e9-b655-dd5685a8b93b RestorePortal

Then log in to Azure Active Directory.

Choose Enterprise applications > All applications > paste the ApplID in the search field


https://docs.microsoft.com/en-us/powershell/module/powershellget/install-module?view=powershell-7.3
https://docs.microsoft.com/en-us/microsoft-365/enterprise/connect-to-microsoft-365-powershell?view=o365-worldwide#step-1-install-the-required-software
https://docs.microsoft.com/en-us/microsoft-365/enterprise/connect-to-microsoft-365-powershell?view=o365-worldwide#step-1-install-the-required-software
https://wiki.speicherblock.at/uploads/images/gallery/2023-04/M1ckyl5FSEy3VOyK-image-1682415656948.png

You will see the RestorePortal App > click on it
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Click Permissions > Grant admin consent
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On the next screen, click Accept
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Permissions requested

Review for your organization

RestorePortal
unverified

This app may be risky. Only continue if you trust
this app. Learn more

This app would like to:

\/ Access Veeam Backup for Microsoft 365 Restore Portal
(RestorePortal)

 Signin and read user profile

If you accept, this app will get access to the specified resources far
all users in your organization. No one else will be prompted to
review these permissions.

Accepting these permissions means that you allow this app to use
your data as specified in their terms of service and privacy
statement. The publisher has not provided links to their terms
for you to review. You can change these permissions at
https://myapps.microsoft.com. Show details

Does this app look suspicious? Report it here
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